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**Kelionėse naudojatės viešu „Wi-Fi“ ir įkrovimo stotelėmis? Ekspertas įspėja dėl grėsmių**

**Keliaujant telefonas tampa mūsų dešiniąja ranka – juo planuojame maršrutus, fiksuojame įspūdžius ir bendraujame su pasauliu. Tačiau būtent atostogų metu atsipalaiduojame ne tik nuo darbų, bet ir nuo įpročio akylai saugoti savo asmeninius duomenis mobiliajame įrenginyje. Darius Povilaitis, „Telia“ kibernetinio saugumo vadovas, sako, kad keliaujant grėsmės sukčiams nutekinti jūsų asmeninius duomenis tyko kiekviename žingsnyje – nuo viešo oro uosto interneto iki telefono įkrovimo stotelių.**

**Nemokamas „Wi-Fi“ – tik mėgstantiems riziką**

Kelionės metu dažnai jungiamės prie viešojo „Wi-Fi“ tinklų, norėdami greitai patikrinti maršrutą, atsisiųsti bilietą ar pasidalinti įspūdžiais socialiniuose tinkluose. Tačiau šis patogumas gali tapti dideliais spąstais jūsų asmeniniams duomenims. Remiantis „All About Cookies“ tyrimu, net 90 proc. keliautojų prisipažįsta naudojęsi nesaugiais viešojo interneto tinklais.

„Keliaujant elgiamės kitaip nei namuose. Norime greitai pasitikrinti informaciją, bet dažnai jungiamės prie bet kokio „Wi-Fi“, nežinodami, kam jis priklauso. Tokiu metu mūsų duomenys tampa lengvu grobiu sukčiams“, – sako D. Povilaitis.

Pasak jo, ypač pavojingi yra vadinamieji suklastoti belaidžiai tinklai (angl. *Evil Twin*) – jie atrodo beveik identiški tikriesiems, pavyzdžiui, „Airport\_Free\_WiFi“ vietoje „Airport\_WiFi“. Prisijungus prie tokio tinklo, jūsų duomenys gali būti perimti – nuo el. pašto slaptažodžių iki bankinių prisijungimų.

Ekspertas kelionės metu rekomenduoja rinktis ryšio operatorių siūlomą tarptautinį tarptinklinį mobilujį ryšį (angl. *roaming*)ryšį, kuris automatiškai jungiasi prie patikimų vietinių tinklų, sumažindamas kibernetinių grėsmių riziką bei užtikrindamas spartų ir saugų duomenų perdavimą.

**Nepasitikėkite bendrais įkrovikliais**

Netikėtos grėsmės slypi ir viešose mobiliųjų įrenginių įkrovimo stotelėse. D. Povilaitis paaiškina, kad per USB jungtį perduodama ne tik elektra, bet ir duomenys. Jei įkrovimo stotelėje yra įrengta kenkėjiška programa, ji gali slapta užfiksuoti, ką rašote ar kokius slaptažodžius vedate.

„Kelionių metu rekomenduoju naudoti tik savo įkroviklį arba USB duomenų blokatorių – specialų adapterį, kuris fiziškai blokuoja duomenų perdavimą per USB jungtį ir leidžia perduoti tik elektros energiją. Taip sumažinsite riziką, kad jūsų įrenginys bus užkrėstas kenkėjiška programine įranga“, – pataria ekspertas.

**O jeigu telefonas dingo?**

Telefono pametimas – dažna keliones lydinti nelaimė. Remiantis „AVG Technologies“ apklausa, net 35 proc. keliautojų prarado savo įrenginį arba juos pavogė kelionės metu. Kartu su pamestu telefonu dingsta ir jūsų asmeniniai duomenys, todėl D. Povilaitis ragina pasirūpinti jų saugumu dar prieš atostogas.

„Ruošiantis vykti svetur verta pasidaryti atsargines svarbiausių duomenų kopijas – nuotraukas, dokumentus, kontaktus išsisaugoti debesyje arba išoriniame diske. Taip pat būtina įjungti sekimo funkcijas, tokias kaip „Apple Find My“ ar „Google Find My Device“. Jei prarastumėte telefoną, galėsite jį užrakinti, surasti arba nuotoliniu būdu ištrinti visus duomenis“, – pataria ekspertas.

**Po kelionės pasirūpinkite ir telefono tvarka**

Pasisėmus naujų įspūdžių ir grįžus iš atostogų, svarbu ne tik susitvarkyti lagaminą, bet ir „išvalyti“ telefoną – pašalinti kelionės metu naudotas, tačiau dabar jau nebereikalingas programėles.

„Viešojo transporto bilietų ar vietinių paslaugų programėlės kelionės metu dažnai prašo prieigos prie jūsų buvimo vietos, kontaktų ar net failų. Jos gali veikti fone ir toliau rinkti duomenis be jūsų žinios. Todėl verta peržiūrėti, ką įsidiegėte kelionėje, ir tokias programėles pašalinti. Juk prireikus jas visada galėsite įsidiegti iš naujo“, – pataria D. Povilaitis.
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